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1. Наименование дисциплины: «Кибернетические и организационно-правовые основы деятельности систем искусственного интеллекта».

2. Уровень высшего образования: бакалавриат, магистратура

3. Место дисциплины в структуре ООП: Учебная дисциплина «Кибернетические и организационно-правовые основы деятельности систем искусственного интеллекта» является дисциплиной по выбору студента, относится к вариативной части учебного плана, изучается в бакалавриате на 3 курсе (V,VI семестр), в магистратуре на 1 курсе (I,II семестр).

4. Входные требования для освоения дисциплины: Студент, приступающий к изучению учебной дисциплины дисциплина «Кибернетические и организационно-правовые основы деятельности систем искусственного интеллекта», должен обладать знаниями ранее изученных дисциплин: философия, история, политология, социология, информатика, право.

5. Объем дисциплины составляет 1 з.е. (36 академических часов), в том числе 24 академических часов, отведенных на контактную работу обучающихся с преподавателем, 12 академических часов на самостоятельную работу обучающихся.

**Аннотация**

Актуальность курса определяется принятым на государственном уровне решением – утвержденной указом Президента РФ Национальной стратегии развития искусственного интеллекта на период до 2030 года.

Распространение и активное развитие информационных технологий, создание на их основе систем искусственного интеллекта, функционирующих на основе баз данных большой размерности, характеризует нынешний этап построения информационного общества.

Как указано в Стратегии для стимулирования развития и использования технологий искусственного интеллекта необходимы адаптация нормативного регулирования в части, касающейся взаимодействия человека с искусственным интеллектом.

Данный курс включает в себя, в том числе, следующие темы:

Кибернетика и история понятия и развития систем искусственного интеллекта. Воспроизведение структуры человеческого мозга для искусственного интеллекта. Создание новых принципов принятия решений («мышления») искусственного интеллекта.

Системы искусственного интеллекта как объект права. Системы искусственного интеллекта в гражданском праве. Интеллектуальная собственность, созданная с помощью систем искусственного интеллекта. Правонарушения с участием систем искусственного интеллекта. Вопросы распределения ответственности.

Правосубъектность искусственного интеллекта. Творческая самостоятельность искусственного интеллекта. Деликтоспособность искусственного интеллекта. Что такое «вина» искусственного интеллекта. Законы робототехники и их критика. Что такое ответственность искусственного интеллекта.

Чтобы появились системы настоящего искусственного интеллекта человечество должно сделать следующие шаги:

1. В уровне миниатюризации мы должны перейти с уровня атома (нанотехнологии) к уровню электрона (пикотехнологии), что уже частично возможно при переходе к квантовым компьютерам.

2. Компьютеры должны перейти от последовательных к параллельным вычислениям. Облака должны не просто хранить данные – они должны стать сверхмощным высокопроизводительным вычислителем.

3. Необходимо перейти от бинарной логики сегодняшних компьютеров хотя бы к трехзначной, а потом и к человеческой (семизначной).

4. Компьютеры должны перейти от неживой полупроводниковой основы к живой материи (квазикристаллическая вода и т.д.), которая как мозг с определенного момента может обучаться и принимать решения без заранее заданного алгоритма.

**Тема 1. Информационное общество и искусственный интеллект.**

**4 часа**

Понятие информационное общество. Признаки глобального информационного общества.

Роль информации в жизни личности, общества, государства. Информационное общество и искусственный интеллект. Стадии становления систем искусственного интеллекта.

Информатизация как социально-экономический процесс. Необходимость создания и использования новых средств обработки и передачи информации как предпосылка создания системискусственного интеллекта.

Теоретические подходы к определению понятия «информация». Информационная среда. Информационные технологии. Цифровизация. Цифровая трансформация. Понятие «цифровая экономика».

Роль права в информационном обществе. Электронное государство. Государственные и муниципальные услуги в электронной форме.

Проблемы правового регулирования общественных отношений в условиях информационного общества. Основные черты и проблемы информационного общества. Нравственно - этические проблемы информационного общества. Кодекс поведения субъектов в информационно-телекоммуникационной сети Интернет, кодекс журналистской этики, кодекс рекламодателей

**Тема 2 Кибернетика как наука создания систем искусственного интеллекта.**

**2 часа**

Что такое кибернетика? Н.Винер и его «Кибернетика». Управление (регулирование). К.Шеннон. Теория информации. У.Эшби. Закон необходимого разнообразия. Кибернетика в Советском Союзе. А.И.Берг. Правовая кибернетика. Развитие кибернетики в мире. Кибернетика второго и третьего порядков. Кибернетика в создании системискусственного интеллекта.

**Тема 3. Понятие и сущность искусственного интеллекта.**

**4 часа**

**Понятие и виды искусственного интеллекта. Особенности правового регулирования искусственного интеллекта в России и за рубежом.**

**Указ Президента РФ от 10 октября 2019 г. № 490 «О развитии искусственного интеллекта в Российской Федерации». Национальная стратегия развития искусственного интеллекта на период до 2030 года.**

**Национальная программа "Цифровая экономика Российской Федерации" и иные национальные проекты (программы), федеральные и региональные проекты, в рамках реализации которых возможно использование технологий искусственного интеллекта. Планы мероприятий ("дорожные карты") Национальной технологической инициативы. Государственные программы, программно-целевые документы, эффективность реализации которых может быть повышена за счет использования технологий искусственного интеллекта. Проекты, обеспечивающие достижение целей и показателей деятельности федеральных органов исполнительной власти (ведомственные проекты).**

**Тема 4. Принципы «мышления» искусственного интеллекта.**

**2 часа**

Нейронные сети и их обучение. Коннектом и воспроизведение структуры человеческого мозга для искусственного интеллекта. Создание новых принципов принятия решений («мышления») искусственного интеллекта. Бионические особенности человеческого мозга для создания системискусственного интеллекта.

**Тема 5. Правовое регулирование отношений по поводу систем искусственного интеллекта.**

**2 часа**

Системы искусственного интеллекта как объект права. Системы искусственного интеллекта в гражданском праве. Интеллектуальная собственность, созданная с помощью систем искусственного интеллекта. Правонарушения с участием систем искусственного интеллекта. Вопросы распределения ответственности в деятельности системискусственного интеллекта.

**Тема 6. Правовое регулирование отношений с участием искусственного интеллекта**

**2 часа**

Правосубъектность искусственного интеллекта. Творческая самостоятельность искусственного интеллекта. Деликтоспособность искусственного интеллекта. Что такое «вина» искусственного интеллекта. Законы робототехники и их критика. Что такое ответственность искусственного интеллекта.

**Тема 7. Концепции развития регулирования отношений в сфере технологий искусственного интеллекта и робототехники**

**4 часа**

**Законы робототехники. Цели и задачи регулирования отношений в сфере технологий искусственного интеллекта и робототехники. Принципы регулирования отношений в сфере технологий искусственного интеллекта и робототехники. Проблемы, общие подходы и направления регулирования отношений в сфере технологий искусственного интеллекта и робототехники.**

**Создание механизмов упрощенного внедрения продуктов с использованием технологий искусственного интеллекта и робототехники. Юридическая ответственность в случае применения систем искусственного интеллекта и робототехники. Совершенствование режима оборота данных. Совершенствование режима экспорта систем искусственного интеллекта и робототехники. Разработка и уточнение терминов и определений в сфере технологий искусственного интеллекта и робототехники. Информационная безопасность системы искусственного интеллекта. Разработка нормативных правовых актов в сфере искусственного интеллекта и робототехники на международном уровне.**

**Тема 8. Международная информационная безопасность и системы искусственного интеллекта.**

**4 часов**

**Законодательство зарубежных государств об искусственном интеллекте и соблюдении информационной безопасности - доступности, идентификации, целостности, конфиденциальности информации.**

**Законодательное закрепление открытости информации о деятельности систем искусственного интеллекта, государственных органов в зарубежных государствах.**

**Положения законов США о неприкосновенности частной жизни, о перехвате коммуникационных сообщений, о контроле со стороны судебных органов и государственном надзоре за перехватами информации** системамиискусственного интеллекта**.**

**Обеспечение информационной безопасности в зарубежных государствах при осуществлении электронной торговли и использования** системискусственного интеллекта**.**

**Проблемы международного информационного обмена. Обеспечение информационной безопасности Российской Федерации при использовании информационно-телекоммуникационных сетей международного информационного обмена. Основы международной информационной безопасности.**
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18. Указ Президента РФ от 12.04.2021 г. № 213 «Об утверждении Основ государственной политики Российской Федерации в области международной информационной безопасности».
19. Паспорт национального проекта Национальная программа «Цифровая экономика Российской Федерации» (утв. президиумом Совета при Президенте РФ по стратегическому развитию и национальным проектам, протокол от 04.06.2019 № 7).
20. Концепция развития регулирования отношений в сфере технологий искусственного интеллекта и робототехники до 2024 года - утверждена распоряжением Правительства РФ от 19.08.2020 г. № 2129-р.
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